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• Established/Headquartered in Huntsville, AL with regional offices in:

– Fort Walton Beach, FL

– Dayton, OH

– Arlington, VA

– Charlottesville, VA

– Detroit, MI

– San Antonio, TX

– Ridgecrest, CA

• Employee-owned, mid-tier, engineering solutions provider for the 
defense, aerospace, and commercial industries since 1974

• Specializing in intelligence, missiles, aviation, cyber, and space 
systems, air/ground surveillance radars

Background - The Company
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• All-digital, web-based, ground-based surveillance radar providing real-time 
situational awareness of property subject to intrusions by humans, 
vehicles, or animals 

• Protection of critical infrastructure, including:

– Electric power facilities

– Airport perimeters

– Water reservoirs

– Prisons

– Commercial/Industrial Property

• Automates detection, classification, and deterrence of threats to critical 
infrastructure

Background - GroundAware Radar
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Background - GroundAware Radar           
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Targets detected and 
tracked in real time

Easy user 
controls

Intrusions 
logged

Manual camera 
control

Classify targets to alarm on 
targets of real interest

Cameras track intrusions 
in real time

Target data generated in 
real time

Admin & user 
views

“Geo-fences” configured to alarm 
on targets of interest

• Browser-based

• Desktop- and smart 
device- accessible

• Intuitive Google® 
Maps look and feel

• Integrates other data 
to meet unique needs



Background - GroundAware Radar
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Tunable Band:  3100 MHz – 3300 MHz
Power:                   0.342W (Omnidirectional) ; 25W/36W (Directional, 2 variants)

Requirements: Operation on any of 10 channels 
Spaced 15.625 MHz apart

Multiple frequencies may be required due to terrain



3100-3300 MHz – Very Active RF Environment
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Licenses:

GroundAware - Users hold 10-year Part 90 licenses (RS-Radiolocation)

Ex. Alabama Power Company

Georgia Power

Denver International Airport  

Other Part 90 licenses (ex. wireless transmission service)

Experimental licenses – 100s of licenses issued to major 

defense/government contractors and others

Certifications:

• Hundreds issued for:

• Wireless USB devices 

• Through-wall motion detection/imaging radars



• Risk to Critical Infrastructure
“There are 16 critical infrastructure sectors whose assets, systems, and 
networks, whether physical or virtual, are considered so vital to the United 
States that their incapacitation or destruction would have a debilitating effect on 
security, national economic security, national public health or safety, or any 
combination thereof.” (https://www.dhs.gov/cisa/critical-infrastructure-sectors# -
listing Communications, Energy, Water, Transportation, Nuclear, and Defense 
sectors, among others) 

• Impeding Innovation and Experimentation
FCC Experimental License policies are intended to “benefit the development of 
new technologies, expedite their introduction to the marketplace, and unleash 
the full power of innovators to keep the United States at the forefront of the 
communications industry.” (FCC 13-15)

Potential Impact
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Reports/Freeze Logistics and Processes

2/22/19 Public Notice (DA 19-105) 
NTIA Report Due by 3/2020 re: 3 GHz

• Continuation of Application Freeze:
• During Agency Analysis?
• During Report Preparation?
• Upon Issuance of Report?
• During/After Commission/Congressional Review?

• Status/Anticipated Timing

• 3100-3300 MHz vs. 3300-3550 MHz
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Critical Continued Need for 
Operation and Licensing

• Significant unintended consequences already occurring 

• Infrastructure protection commitments remain (ex. CIPA)

• Security plans assume long-term deployment

• Consequences of lack of certainty: 

• Delay Implementation of Site Security 

• Non-Compliance 

• Abandon Commitment 

New deployments require long-term solutions (vs. typical STA)

• Duration of grants/ technical parameters/ conditions
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Thank you!
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